Utilizing Staff BYOD WiFi

RCS provides a staff BYOD (Bring Your Own Device) wireless network for internet access on
your personal device.

e The network is content filtered in the same way that it would be as if you were accessing
the internet from a school issued device. This means you will not be able to access
social media, and other websites that students and staff are not currently allowed on
through our WiFi.

e When using this WiFi, the same rules and restrictions from the User Agreement you
signed when hired will apply.

e Due to the overwhelming number of staff devices, the Technology Department and Help
Desk cannot support individual connection/access issues on personal devices.

e The BYOD network uses your RCS domain username and password (what you use to
access your computer) as an authentication method to access the wireless network.
When you change your computer password, you will also have to change the password
in your personal device’s settings.
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Known networks will be joined automatically. If no known
networks are available, you will have to manually select a
network.
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Android Setup:
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